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FIG. 17

SPECIFY SCENARIO A AND FINAL EXECUTION PLACE BASED -~810
ON RESOURCE MANAGING OPERATION EXECUTION REQUEST

\

GENERATE TASK A BY APPLYING FINAL EXECUTION PLACE 811
TO SCENARIO A AND REGISTER TASK IN TASK TABLE
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ANOTHER PLACE AND DETERMINE TEMPORARY EXECUTION PLACE OF TASK
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ADD NEW ENTRY TO CORRESPONDENCE TABLE AND STORE L —-813
CORRESPONDENCE INFORMATION BETWEEN FINAL EXECUTION PLACE AND
TEMPORARY EXECUTION PLACE IN ENTRY IN ASSCCIATION WITH TASK A

S14

ISFINAL
EXECUTION PLACE = TEMPORARY
EXECUTION PLACE?

PERFORM STEP SUBSTITUTION PROCESS OF 8195
TASK A BASED ON CORRESPONDENCE TABLE

S

EXECUTE TASK A -—516
REMOVE ENTRY RELATING TO TASK A THAT 817
IS INCLUDED IN CORRESPONDENCE TABLE

REMOVE ENTRY RELATING TO TASK A THAT IS INCLUDED IN TASK TABLE | S18

END
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SORT IN DESCENDING ORDER OF ESTHATED. | g0
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FIG. 19
d REPEATALL STEPS N\ -530
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§32
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1

VIRTUAL SERVER PROCESSING CONTROL
METHOD, SYSTEM, AND VIRTUAL SERVER
PROCESSING CONTROL MANAGEMENT
SERVER

BACKGROUND OF THE INVENTION

1. Field of the Invention

The present invention relates to a method of controlling a
resource managing operation relating to a virtual server.

2. Description of the Related Art

It is necessary for an information technology (IT) system
operating at a company data center to quickly respond to a
business request from a company in a flexible manner.

In accordance with a change in business requests and an
increase in the load in recent years, a use model capable of
dynamically reinforcing IT infra resources appears. In addi-
tion, a use model appears in which IT infra resources present
for each division are integrated at a data center, and the IT
infra resources of the data center are rented to each division
by the hour. Such a use model is called as cloud computing
or an infrastructure as a service (laaS).

In order to realize such a use form, resource management
software supports the life-cycle management of the opera-
tion of IT infra resources inside the data center. The resource
management software supplies resources, deploys compu-
tation environments of server resources, network resources,
storage resources; and the like to resources, controls the
computation environments, and collects such resources in a
case where the environment is not necessary.

For example, a deployment process according to conven-
tional resource management software is as below. There are
a process of generating a virtual network for a virtual switch
on a deployment destination hypervisor, a process of deploy-
ing a virtual server at the deployment destination hypervisor
and a deployment destination data store, a process of con-
necting the virtual server to the virtual network, and a
customization process in which, after the virtual server is
started up, various settings such as an IP address and a host
name are changed for a guest OS or an application operating
on the virtual server in accordance with individual environ-
ments.

Inside a data center, the deployment process of virtual
servers is frequently generated, and, particularly, in a huge
data center that manages a large scale of management
targets, there are cases where many resource change requests
(a deployment process, a power control process, and the
like) are generated at the same time.

In JP-2009-230655-A, an invention capable of increasing
the speed of deployment by minimizing the number of
deployments by controlling the storage has been disclosed.

According to a conventional technology, when a deploy-
ment process of a virtual server or the like is performed, a
management server uses virtual server sharing resources on
a hypervisor. Accordingly, when the management server
performs multiple process requests for the deployment pro-
cess of a virtual server and the like, the virtual server sharing
resources on the hypervisor are depleted. Accordingly, the
throughput of a process request for the deployment process
or the like is not raised, and there is concern that a total
processing time increases.

Thus, an object of the present invention is to shorten the
total processing time for multiple process requests for a
virtual server.

SUMMARY OF THE INVENTION

In order to solve the above-described problems and
achieve the object of the present invention, the following
configurations are employed.
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Accordingly, the present invention is a method of pro-
cessing and controlling a virtual server that is performed by
a management server for a hypervisor that can operate a
virtual server, wherein the hypervisor operates on one physi-
cal server, the virtual server operates in accordance with a
file image on one data store, and the management server,
when being instructed to execute a task that is configured by
a series of steps for a predetermined execution place, gives
an instruction for changing the execution place of the steps
to a temporary execution place and executing the task and,
after the execution at the temporary execution place, causes
the virtual server to transit from the temporary execution
place to the predetermined execution place, and gives an
instruction for continuously executing the task at the pre-
determined execution place.

The other means will be described in embodiments of the
invention.

According to the present invention, a total processing
time for multiple process requests for a virtual server can be
shortened.

BRIEF DESCRIPTION OF THE DRAWINGS

FIG. 1 is a diagram that illustrates the configuration of a
management system according to a first embodiment;

FIG. 2 is a diagram that illustrates the logical configura-
tion of a management server according to the first embodi-
ment;

FIG. 3 is a diagram that illustrates the logical configura-
tion of a storage device according to the first embodiment;

FIG. 4 is a diagram that illustrates the physical configu-
ration of the management server according to the first
embodiment;

FIG. 5 is a diagram that illustrates the configuration of the
management system according to the first embodiment;

FIG. 6 is a diagram that illustrates an example of a
correspondence table according to the first embodiment;

FIG. 7 is a diagram that illustrates an example of a
simultaneous execution number table according to the first
embodiment;

FIG. 8 is a diagram that illustrates an example of a
configuration table according to the first embodiment;

FIG. 9 is a diagram that illustrates an example of con-
figuration information of a virtual server according to the
first embodiment;

FIG. 10 is a diagram that illustrates an example of
configuration information of a data store according to the
first embodiment;

FIG. 11 is a diagram that illustrates an example of a
management table of hypervisors according to the first
embodiment;

FIG. 12 is a diagram that illustrates an example of a time
table according to the first embodiment;

FIG. 13 is a diagram that illustrates an example of a
performance table according to the first embodiment;

FIG. 14 is a diagram that illustrates an example of a
scenario table according to the first embodiment;

FIG. 15 is a diagram that illustrates an example of an
additional scenario table according to the first embodiment;

FIG. 16 is a diagram that illustrates an example of a task
table according to the first embodiment;

FIG. 17 is a flowchart that illustrates a resource managing
operation according to the first embodiment;

FIG. 18 is a flowchart that illustrates an execution place
determining process according to the first embodiment;

FIG. 19 is a flowchart that illustrates a step substitution
process according to the first embodiment; and
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FIG. 20 is a diagram that illustrates an example of an
additional scenario table according to a second embodiment.

DESCRIPTION OF THE PREFERRED
EMBODIMENTS

Hereinafter, embodiments of the present invention will be
described in detail with reference to the drawings.

Configuration of First Embodiment

FIG. 1 is a diagram that illustrates the configuration of a
management system according to a first embodiment.

The management system is equipped with: a management
server 10; physical servers 60a, 605, and 60c; a storage
device 40; and a management terminal 70. The management
server 10, the physical servers 60a, 605, and 60c, the storage
device 40, and the management terminal 70 are intercon-
nected through a management network 100. In addition, the
management server 10, the physical servers 60a, 605, and
60c, and the storage device 40 are interconnected through a
storage network 110. The physical servers 60a, 605, and 60¢
are interconnected through a business network 120. Here,
the management system is merely an example, and thus, the
number of the physical servers is not limited to three, and an
arbitrary number of the physical servers may be deployed.

The management server 10 is equipped with: a storage
unit 20; a scenario control unit 31; an execution place
determining unit 32; a virtual environment managing unit
33; a configuration information managing unit 34; a perfor-
mance information managing unit 35; and a storage man-
aging unit 36. A detailed logical structure of the management
server 10 will be described with reference to FIG. 2 to be
described later.

The storage device 40 is an external storage device that
stores data. The storage device 40 includes a storage control
unit 41 and, for example, logical units 50a, 505, and 50c. In
the following drawings, the logical units 50a, 505, and 50c¢
may be denoted by “LU”. The logical unit 50« includes a
data store “A” 51a. The logical unit 505 includes a data store
“B” 515. The logical unit 50¢ includes a data store “C” 51c.
Here, the number of the logical units is not limited to three,
but an arbitrary number of logical units may be deployed.

The detailed logical structure of the storage device 40 will
be described with reference to FIG. 3 to be described later.

The management terminal 70 includes an input/output
unit 71. For example, the input/output unit 71 represents a
keyboard, a mouse, and a display. The management terminal
70 receives an input from a supervisor using the input/output
unit 71 and transmits input information to the management
server 10 through the management network 100. In addition,
the management terminal 70 receives information from the
management server 10 through the management network
100 and outputs the received information to the display of
the input/output unit 71 or the like.

The physical servers 60a to 60c are physical calculators.
Each of the physical servers 60a to 60c is one of nodes that
may be management targets of the management server 10.

In the physical server 60a, a hypervisor “A” 6la is
operated. Two virtual servers 64 are operated by this hyper-
visor “A” 61a. A guest OS 65 is installed to the virtual server
64. In addition, in the drawings described below, there are
cases where the virtual server 64 is denoted as “Svr”, and the
guest OS 65 is denoted as “OS”.

In the physical server 605, a hypervisor “B” 615 is
operated. One virtual server 64 and a console 66 are oper-
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ated by this hypervisor “B” 6154. In the drawings described
below, there are cases where the console 66 is denoted as
“CON”.

In the physical server 60c, a hypervisor “C” 6lc is
operated. One virtual server 64 and a console 66 are oper-
ated by this hypervisor “C” 61c.

The virtual server 64 is a calculator environment in which
a calculator is virtually simulated. The virtual server 64 is an
environment that is acquired by dividing computation
resources of the physical server 60q in a physical or logical
manner using the hypervisor “A” 61a to be described later
or the like. The virtual server 64 is also called as a so-called
virtual machine (VM), a physical partitioning (PPAR), or a
logical partitioning (LPAR). The virtual server 64 is one of
nodes that can be management targets of the management
server 10.

Each virtual server 64 includes the guest OS 65. The guest
OS 65 is a general operating system and, for example, is
Windows (registered trademark), Linux (registered trade-
mark), HP-UX (registered trademark), Solalis (registered
trademark), VOS3 (registered trademark), z/OS (registered
trademark), or the like. Here, the guest OS 65 is one of the
nodes that can be the management targets of the manage-
ment server 10.

The hypervisor “A” 61a is virtualization software or a
virtualization mechanism that operates on the physical
server 60a, divides resources such as a CPU (not illustrated
in the figure), a main storage device (not illustrated in the
figure), and the like included in the physical server 60q in a
physical or logical manner, and, for example, operates two
virtual servers 64. The hypervisor “A” 61a, for example, is
a VMware vSphere Hypervisor (registered trademark), a
Hyper-V (registered trademark), a Virtage (registered trade-
mark), a KVM (registered trademark), a XenServer (regis-
tered trademark), an Oracle VM (registered trademark), or
the like. The hypervisors “B” 615 and “C” 61c¢ have the
same configuration as that of the hypervisor “A” 61a. Here,
each of the hypervisors “A” 61a to “C” 61c is one of the
management targets of the management server 10.

In the hypervisor “A” 61a, a virtual switch 62a operates.
In addition, in the hypervisor “B” 6154, a virtual switch 625
operates. In the hypervisor “C” 6lc, virtual switch 62¢
operates.

The virtual switch 62a is an IP switch that is virtually
realized by the hypervisor “A” 61a and virtually realizes a
port group “A” 63a and a port group “B” 635. A virtual local
area network (VLAN) is formed by the port group “A” 63a
and the port group “B” 63b. In the drawings described
below, there are cases where a port group is denoted as a
“PG™.

The virtual switch 625 is an IP switch that is virtually
realized by the hypervisor “B” 615 and virtually realizes a
port group “C” 63c. A virtual local area network (VLAN) is
formed by the port group “C” 63c.

The virtual switch 62¢ is an IP switch that is virtually
realized by the hypervisor “C” 61¢ and virtually realizes a
port group “D” 63d and a port group “E” 63e. A virtual local
area network (VLAN) is formed by the port group “D” 63d
and the port group “E” 63e.

In this embodiment, the port group “A” 63a and the port
group “B” 634 that are port VLANSs are configured on the
virtual switches 62a to 62¢. However, the present invention
is not limited thereto, but a tagged VLAN may be config-
ured.

As illustrated in FIG. 1, each of the port group “A” 63a
and the port group “B” 635 are connected to two virtual
servers 64.
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The port group “C” 63¢ is connected to one virtual server
64 and the console 66.

The port group “D” 634 is connected to one virtual server
64 and the console 66.

The port group “E” 63e is connected to one virtual server
64.

The console 66 is connected to the management terminal
70 and controls the hypervisor “B” 615, the hypervisor “C”
61c, and the virtual server 64.

The management network 100 is a network (thick solid
line) that is used by the management terminal 70 and the
management server 10 for managing the physical servers
60a to 60c¢, the hypervisor “A” 61a to the hypervisor “C”
61c, and the virtual server 64. The management network 100
may be any kind of network, as long as it can be connected
to a management interface included in such a device or
software. The management network 100 may be configured
by either a physical local area network (LAN) or a VLAN.
In a case where the management network 100 is configured
by the physical LAN, the management network 100 may be
either a wired network or a wireless network.

The storage network 110 is a network (thin solid line) that
is used for transmitting data inside the logical units 50a to
50c¢ disposed inside the storage device 40. The storage
network 110 may be a storage area network (SAN) or an
Internet protocol (IP) network for an Internet small com-
puter system interface (iSCSI). The storage network 110
may be formed either on a network that is physically the
same as the management network 100 or on a network that
is physically different from the management network 100.

The business network 120 is a business network (broken
line) that connects the physical servers 60a to 60c. This
network may be any kind of network as long as the network
is used by a business system. In other words, the business
network 120 may be configured by either a physical LAN or
a VLAN. In a case where the business network 120 is
configured by the physical LAN, the business network may
be either a wired network or a wireless network.

FIG. 2 is a diagram that illustrates the logical configura-
tion of a management server according to the first embodi-
ment.

The management server 10 is equipped with: a storage
unit 20; a scenario control unit 31; an execution place
determining unit 32; a virtual environment managing unit
33; a configuration information managing unit 34; a perfor-
mance information managing unit 35; and a storage man-
aging unit 36.

The storage unit 20 stores management information of the
management server 10. The storage unit 20 stores a corre-
spondence table 21, a simultaneous execution number table
22, a configuration table 23, a management table 24, a time
table 25, a performance table 26, a scenario table 27, a task
table 28, and a virtual server template 29. In addition, the
scenario table 27 includes a scenario table 27A (FIG. 14) and
an additional scenario table 27B (FIG. 15) to be described
later.

The virtual server template 29 is a template file of the
virtual server 64 (FIG. 1) that is managed by the manage-
ment server 10 as a library. The scenario control unit 31 can
deploy the virtual server 64 in any of the hypervisor “A” 61a
to the hypervisor “C” 61c¢ (FIG. 1) in accordance with the
template file of this virtual server template 29. The virtual
server template 29 includes a virtual disk image file 294 and
a template definition file 295. The virtual disk image file 294
is a file that corresponds to a disk included in the virtual
server 64.
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The template definition file 2954 is a file defining template
information that is a source for deploying or cloning the
virtual server 64. The virtual server template 29, for
example, may be any of an open virtualization format (OVF)
file, a virtual disk file image file (a VMDK (virtual machine
disk) file or a virtual hard disk (VHD) file), and an open
virtual appliance/application (OVA) file.

The other elements of the storage unit 20 will be described
in detail with reference to FIGS. 6 to 16 to be described later.

The scenario control unit 31 performs a resource manag-
ing operation of the virtual server 64 based on scenario
information that is defined in the scenario table 27. After
reading the scenario table 27 and specifying scenario defi-
nition information based on a user request or the like, the
scenario control unit 31 determines the execution place of
the scenario through the execution place determining unit
32, changes the content of the scenario, and registers the
scenario in the task table 28 as a task. In addition, the
scenario control unit 31 fetches the task from the task table
28 and sequentially executes each step included in the task.

The execution place determining unit 32 determines the
execution plate of the resource managing operation per-
formed by the management server 10. The execution place
determining unit 32 determines the execution place for each
step such that the processing time is the shortest based on the
simultaneous execution number stored in the simultaneous
execution number table 22. However, the present invention
is not limited thereto, but the execution place determining
unit 32 may determine the execution place such that the
management target is not overloaded based on the perfor-
mance information stored in the performance table 26 or
may determine the execution place so as not to have an
adverse effect on the other virtual server 64 during an actual
operation.

The virtual environment managing unit 33 manages the
hypervisor “A” 61a to the hypervisor “C” 61¢ and the virtual
server 64 to be described later. The management server 10
collects information of the hypervisor “A” 6la to the
hypervisor “C” 61c¢ and the virtual server 64 through the
management interface of the virtual environment managing
unit 33 and deploys the virtual server 64 from the virtual
server template 29 by operating these. The virtual environ-
ment managing unit 33, for example, is vCenter Server
(registered trademark) of VMware (registered trademark)
Corp., SystemCenter VirtualMachineManager (registered
trademark) of Microsoft (registered trademark) Corp., or the
like.

The configuration information managing unit 34 collects
and manages configuration information of the physical serv-
ers 60a to 60c and constituent elements thereof through the
virtual environment managing unit 33. The configuration
information managing unit 34 collects and manages the
configuration information of the storage device 40 (FIG. 1)
and the constituent elements thereof through the storage
managing unit 36. The configuration information collected
by the configuration information managing unit 34 is stored
in the configuration table 23 and is read in accordance with
a request from the other components.

The performance information managing unit 35 collects
and manages the performance information of the physical
servers 60a to 60c and the constituent elements thereof
through the virtual environment managing unit 33. The
performance information managing unit 35 collects and
manages the performance information of the storage device
40 and the constituent elements thereof through the storage
managing unit 36. The performance information collected
by the performance information managing unit 35 is stored
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in the performance table 26 and is read in accordance with
a request from the other components.

The storage managing unit 36 manages the storage device
40. The storage managing unit 36 collects configuration
information of the logical units 50a to 50¢ or the storage
control unit 41 included in the storage device 40 and
generates, removes, and updates the logical units 50a to 50¢
through the storage control unit 41. In addition, the storage
managing unit 36 executes management of switching
between paths of the business network 120, setting and
managing of the logical unit (LU) securities of the logical
units 50a to 50¢, and collection of configuration information
of a network device (not illustrated in the figure) that
configures the storage network 110.

FIG. 3 is a diagram that illustrates the logical configura-
tion of a storage device according to the first embodiment.

The storage device 40 is an external storage device that
stores data. The storage device 40 includes a storage control
unit 41 and, for example, logical units 50a, 505, and 50c.

The storage control unit 41 performs control of redundant
arrays of inexpensive disks (RAID) of the storage device 40
and control of input/output. The logical units 50a to 50c are
disk devices that are provided by the storage device 40 for
the physical servers 60a to 60c and the virtual server 64. The
logical unit 50q includes the data store “A” 51a. In addition,
the logical unit 505 includes the data store “B” 515. The
logical unit 50¢ includes the data store “C” Slc.

The data store “A” 51a is a file system that stores a virtual
disk image file 53 of the virtual server 64 and the like. The
data store “A” 5la, for example, is a data store that is
formatted in accordance with a VMFS format of VMware
(registered trademark) Corp, a file system that is formatted
in accordance with the NTFS or the like in the Hyper-V
(registered trademark) environment, a file system that is
ext-formatted in the KVM (registered trademark) environ-
ment, or the like.

The data store “A” 51a includes a virtual server A entity
52 that is the entity of a file of a virtual server “A” 64a to
be described later and the virtual server template 29. The
virtual server A entity 52 is a combination of a virtual server
definition file 54 and the virtual disk image file 53. The
virtual server template 29 is a combination of the virtual disk
image file 294 and the template definition file 2954. The data
store “B” 515 and the data store “C” 51c¢ have the same
configuration as that of the data store “A” 51a.

The virtual disk image file 53 is a file that corresponds to
a disk included in the virtual server 64 and, for example, is
an open virtualization format (VMDK) file, a virtual hard
disk (VHD) file, an image (IMG) file, an international
organization for standardization (ISO) file, or the like.

The virtual server definition file 54 is a file that defines the
hardware configuration and the like of the virtual server 64
and, for example, is a VMX file in the VMware (registered
trademark) environment, an XML file in the Hyper-V (reg-
istered trademark) environment, or the like.

A combination of the virtual server definition file 54 and
the virtual disk image file 53 is the virtual server A entity 52.
In addition, a combination of the template definition file 295
and the virtual disk image file 29q is the virtual server
template 29.

For deploying a new virtual server 64, there are two
methods.

The first deployment method is a method in which a new
virtual server 64 is deployed from the virtual server template
29 included in the management server 10 to the hypervisor
“A” 6la, the data store “A” 51a, and the like through the
management network 100 or the storage network 110.
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The second deployment method is a method in which a
new virtual server 64 is deployed inside the hypervisor “A”
61a or the like from the virtual server template 29 (the
template definition file 296 and the virtual disk image file
53) stored in the data store “A” 51a and the like not through
a network.

FIG. 4 is a diagram that illustrates the physical configu-
ration of the management server according to the first
embodiment.

The management server 10 is equipped with: a central
processing unit (CPU) 12; a main storage device 11; a
network adaptor 13; a storage adaptor 14; an external
storage medium 15; and a sharing bus 16. The CPU 12, the
main storage device 11, the network adaptor 13, and the
storage adaptor 14 are interconnected through the sharing
bus 16.

The CPU 12 is a central processing unit that controls each
unit included in the management server 10 and performs
calculation and processing of data.

The main storage device 11 stores data and programs.
Software programs that configure the scenario control unit
31, the execution place determining unit 32, the virtual
environment managing unit 33, the configuration informa-
tion managing unit 34, the performance information man-
aging unit 35, and the storage managing unit 36 are stored
in the main storage device 11. As the CPU 12 executes the
software programs through the sharing bus 16, the scenario
control unit 31, the execution place determining unit 32, the
virtual environment managing unit 33, the configuration
information managing unit 34, the performance information
managing unit 35, and the storage managing unit 36 are
realized.

The network adaptor 13 is an interface that is used for a
connection with the management network 100. The network
adaptor 13 transmits/receives data to/from an external
device through the management network 100.

The storage adaptor 14 is an interface that is used for a
connection with the storage network 110. The storage adap-
tor 14 transmits/receives data to/from an external device
through the storage network 110.

The management network 100 may be any of an IP
network and an asynchronous transfer mode (ATM) net-
work. The storage network 110 may be any of the IP
network, the ATM network, and a storage area network.

For example, the network adaptor 13 is an Ethernet
(registered trademark) adaptor. The storage adaptor 14 is a
host bus adaptor. In addition, the network adaptor 13 and the
storage adaptor 14 may be host channel adaptors of Infini-
band or Fibre Channel over Ethernet (FCoE; registered
trademark) composite network adaptors.

The external storage medium 15 is a storage medium on
the storage device 40. The external storage medium 15 may
be any of a hard disk drive and a solid state drive using a
flash memory. The external storage medium 15 may be
installed outside the management server 10 and connected to
the internal bus through the communication interface or may
be built in the management server 10 and is directly con-
nected to the internal bus.

The storage unit 20 is information stored in the external
storage medium 15, and the information is read into the main
storage device 11 and is processed by the CPU 12. Since the
content of the storage unit 20 has been described as above
with reference to FIG. 2, the description thereof will not be
presented.

The sharing bus 16 is a communication path for commu-
nications of data among the CPU 12, the main storage device
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11, the network adaptor 13, the storage adaptor 14, the
external storage medium 15, and the like.

FIG. 5 is a diagram that illustrates the configuration of a
management system according to the first embodiment.

In this management system, the physical servers 60a to
60c and the data store “A” 51a to the data store “C” 51¢ are
interconnected through a network not illustrated in the
figure.

In the physical server 60a, the hypervisor “A” 61a oper-
ates. By this hypervisor “A” 61a, the virtual server “A” 64a
to a virtual server “E” 64e are operated.

In the physical server 605, the hypervisor “B” 615 oper-
ates. By this hypervisor “B” 615, a virtual server “F” 64fis
operated.

In the physical server 60c, the hypervisor “C” 61c¢ oper-
ates. By this hypervisor “C” 61c, a virtual server “G” 64g is
operated.

In the data store “A” 51a, virtual server entities 52a and
52g are stored. The virtual server entity 52a (Svr Entity) is
the entity of a file that operates the virtual server “A” 64a.
The virtual server entity 52g is the entity of a file that
operates the virtual server “G” 64g.

In the data store “B” 515, virtual server entities 525 to 52e
are stored. The virtual server entity 525 is the entity of a file
that operates the virtual server “B” 64b. The virtual server
entity 52c¢ is the entity of a file that operates the virtual server
“C” 64c¢. The virtual server entity 52d is the entity of a file
that operates the virtual server “D” 64d. The virtual server
entity 52e is the entity of a file that operates the virtual server
“BE” 64e.

In the data store “C” 5lc, a virtual server entity 52f is
stored. The virtual server entity 52f'is the entity of a file that
operates the virtual server “F” 64f.

Each of the virtual server entities 52a to 52g includes a
virtual disk image file 53 (Disk 1 mg) and a virtual server
definition file 54 (Def File).

FIG. 6 is a diagram that illustrates an example of a
correspondence table according to the first embodiment.

In the correspondence table 21, correspondence informa-
tion between a temporary execution place and a final execu-
tion place at which execution is to be originally performed
when there is an operation request for the virtual server 64
(FIG. 1) in a certain place is stored. In the case of the
deployment, in the correspondence table 21, correspondence
information between an execution place at which deploy-
ment is temporarily made and a final execution place at
which arrangement is made at the time of completion of the
deployment is stored. Here, the “place”, for example, rep-
resents a combination of a hypervisor, a data store, and a port
group. However, the place is not limited thereto, and a
combination of a hypervisor and a data store may be
configured as the “place”. Furthermore, a combination of a
hypervisor, a data store, and any of a VLLAN-ID of the virtual
server 64, a port of the network device, an IP address of the
virtual server 64, and a host name of the virtual server 64
may be configured as the “place”.

The correspondence table 21 includes a task number field
21a, a temporary configuration field 215, and a final con-
figuration field 21c. In the following drawings, a number
may be denoted as “#”.

In the task number field 21a, information that uniquely
identifies task information requested from a user is stored.
Records in which the same task number is stored in the task
number field 21a represent correspondence information that
relates to the same task.

In the temporary configuration field 215, identification
information of an instance that configures the temporary
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execution place is stored. In this embodiment, for example,
“hypervisor G identifying an instance of a hypervisor that
configures a temporary execution place is stored.

In the final configuration field 21¢, identification infor-
mation of an instance that configures the final execution
place at which execution is to be originally performed is
stored. In this embodiment, for example, “hypervisor A”
identifying an instance of a hypervisor that configures a final
execution place is stored.

FIG. 7 is a diagram that illustrates an example of the
simultaneous execution number table according to the first
embodiment.

In each record of the simultaneous execution number
table 22, the simultaneous execution number of a corre-
sponding resource at the current state and an executable
maximum simultaneous execution number are stored with
the instance information of the resource being configured as
the key.

In the simultaneous execution number table 22, an
instance field 22a, an operation type field 225, a simultane-
ous execution number field 22¢, and a maximum simulta-
neous execution number field 224 are included.

In the instance field 22a, key information that uniquely
identifies the instance information of a resource is stored. In
this embodiment, an identifier of a hypervisor, an identifier
of a data store, and the like are stored.

In the operation type field 225, type information of a user
request task is stored. In this embodiment, for example, in
the case of deploying or cloning (copy) of the virtual server
64 (FIG. 5), “provisioning” is stored therein. On the other
hand, in the case of power-on, power-off, resetting, shut-
down, rebooting, or the like of the virtual server 64 (FIG. 5),
“power control” is stored therein. In a case where the virtual
server 64 (FIG. 5) is moved to another hypervisor, “live
migration” is stored therein. In a case where the virtual disk
image file 53 (FIG. 5) corresponding to the virtual server 64
(FIG. 5) is moved between mutually-different data stores,
“storage migration” is stored therein.

In the simultaneous execution number field 22¢, the
current simultaneous execution number of a task that relates
to a corresponding instance and belongs to the operation
type stored in the operation type field 224 is stored. For
example, when two deployment tasks for the hypervisor “A”
61a (FIG. 5) and the data store “A” 51a (FIG. 5) and two
deployment tasks for the hypervisor “A” 61a (FIG. 5) and
the data store “B” 515 (FIG. 5) are executed, and the other
processes are not executed, the simultaneous execution
number of the hypervisor “A” 6la (FIG. 5) is four, the
simultaneous execution number of the data store “A” 5la
(FIG. 5) is two, and the simultaneous execution number of
the data store “B” 515 (FIG. 5) is two.

The information stored in the simultaneous execution
number field 22¢ is updated on a regular basis by the
performance information managing unit 35 (FIG. 2) through
the virtual environment managing unit 33 (FIG. 2). The
virtual environment managing unit 33 (FIG. 2) controls the
simultaneous execution number of each task so as to not to
exceed the maximum simultaneous execution number that is
internally managed.

In the maximum simultaneous execution number field
22d, the maximum executable number of tasks that relates to
a corresponding instant and belongs to the operation type
stored in the operation type field 225 is stored. For example,
in a case where the maximum simultaneous execution
number of a task belonging to the provisioning type for the
hypervisor “A” 61a (FIG. 5) is four, it represents that a
maximum of four deployments for the hypervisor “A” 61a
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(FIG. 5) are executable unless the other tasks are not
executed. In addition, in a case where the maximum simul-
taneous execution number of the hypervisor “A” 61a (FIG.
5) is four, and the maximum simultaneous execution number
of the data store “A” 51a (FIG. 5) is four, in a situation in
which two deployments for the hypervisor “B” 6156 (FIG. 5)
and the data store “A” 51a (FIG. 5) are executed, only up to
two deployments for the hypervisor “A” 61a (FIG. 5) and
the data store “A” 51a (FIG. 5) are executable thereafter.

FIG. 8 is a diagram that illustrates an example of the
configuration table according to the first embodiment.

In the configuration table 23, configuration information of
each management target of the management server 10 is
stored. The configuration table 23 includes a configuration
table 23 A that represents the configuration information of
the hypervisor, a configuration table 23B (FIG. 9) that
represents the configuration information of the virtual server
64, and a configuration table 23C (FIG. 10) that represents
the configuration information of the data store.

In the configuration table 23, relation information of a
hypervisor and the virtual server 64 (FIG. 5) operating on
the hypervisor, relation information of a hypervisor and a
port group built on the hypervisor, relation information of a
hypervisor and a data store having connection relation with
the hypervisor, relation information of a virtual server 64
and a data store storing the virtual server entities 52 (FIG. 5)
(the virtual disk image file 53 and the virtual server defini-
tion file 54) corresponding to the virtual server 64, and
relation information of a virtual server 64 (FIG. 5) and a port
group having connection relation with the virtual server 64
are additionally stored.

The configuration table 23A includes a hypervisor field
23a, a task execution-dedicated flag field 235, a data store
field 23¢, a virtual server field 23d, and a port group field
23e.

In the hypervisor field 23a, information that uniquely
identifies a corresponding hypervisor is stored.

In the task execution-dedicated flag field 234, flag infor-
mation representing whether or not a corresponding hyper-
visor is a hypervisor dedicatedly used for executing a
resource managing operation task for the virtual server 64 is
stored. In a case where the task execution-dedicated flag
field 235 is “True”, it represents that a corresponding hyper-
visor is a hypervisor dedicatedly used for executing the
resource managing operation task. On the other hand, in a
case where the task execution-dedicated flag field 235 is
“False”, it represents that a corresponding hypervisor is a
hypervisor that is not dedicatedly used for executing the
resource managing operation task. The scenario control unit
31 selects a hypervisor in which the flag is “True” in the task
execution-dedicated flag field 235 as a temporary execution
place of the task with high priority. In a case where all the
task execution-dedicated flag fields 235 are “False”, one
hypervisor is selected based on the other priority informa-
tion. The task execution-dedicated flag field 235 according
to this embodiment is merely an example and is not limited
to such a configuration. Thus, the task execution-dedicated
flag field 235 may be any kind of information as long as the
information can be used for determining the priority of a
hypervisor.

In the data store field 23¢, an information set uniquely
identifying a data store that is connected to a corresponding
hypervisor is stored. In this embodiment, for example, the
data store “A” 51a and the data store “B” 515 are repre-
sented to be connected to the hypervisor “A” 61a.

In the virtual server field 23d, an information set that
uniquely identifies a virtual server 64 operating on a corre-
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sponding hypervisor is stored. The virtual server field 23d
according to this embodiment represents that the virtual
server “A” 64a, the virtual server “B” 645, the virtual server
“C” 64c, the virtual server “D” 64d, and the virtual server
“E” 64e operate on the hypervisor “A” 6la.

In the port group field 23e, an information set that
uniquely identifies a port group built on a corresponding
hypervisor is stored. The port group field 23¢ according to
this embodiment represents that the port group “A” 63a and
the port group “B” 635 operate in the hypervisor “A” 61a.

FIG. 9 is a diagram that illustrates an example of con-
figuration information of a virtual server according to the
first embodiment.

In the configuration table 23B, the configuration infor-
mation of a virtual server 64 (FIG. 5) and relation informa-
tion with an instance relating to the virtual server 64 are
stored. The configuration table 23B includes a virtual server
field 23/, an actual operation flag field 23g, and a port group
field 23%.

In the virtual server field 23/, information that uniquely
identifies a corresponding virtual server 64 (FIG. 5) is
stored.

In the actual operation flag field 23g, flag information
representing whether or not a corresponding virtual server
64 is in the state of being in the middle of execution of the
resource managing operation according to the management
server 10 (FIG. 1) before the actual operation is stored. In a
case where “True” is stored in the actual operation flag field
23g, it represents that the corresponding virtual server 64 is
in the state after the actual operation. On the other hand, in
a case where “False” is stored in the actual operation flag
field 23g, it represents that the corresponding virtual server
64 is in the state of being in the middle of execution of the
resource managing operation according to the management
server 10 before the actual operation. More specifically,
being in the middle of the execution of the resource man-
aging operation represents any of being in the middle of
deploying the virtual server, being in the middle of operating
the virtual server, being in the middle of re-operating the
virtual server, and being in the middle of maintenance. In the
virtual server 64 of which the actual operation flag field 23¢g
is “True”, a business service is in the middle of the opera-
tion. Accordingly, it is necessary not to give an adverse
effect on the business service provided by the virtual server
64 that is in the middle of the operation by avoiding the place
of the virtual server 64 that is in the middle of the operation
as the place of the resource managing operation.

In the port group field 234, a list of port groups to which
a corresponding virtual server 64 is connected is stored. For
example, the virtual server “A” 64a is represented to be
connected to the port group “A” 63a and the port group “B”
630b.

FIG. 10 is a diagram that illustrates an example of
configuration information of the data store according to the
first embodiment.

In the configuration table 23C, the configuration infor-
mation of a data store and relation information with an
instance relating to the data store are stored. A data store
field 237 is used as key information, and the configuration
information relating to the data store is stored in each record.

The configuration table 23C includes the data store field
23i and a virtual server field 23;.

In the data store field 23/, information that uniquely
identifies a corresponding data store is stored.

In the virtual server field 23/, an information set that
uniquely identifies a virtual server 64 (FIG. 5) correspond-
ing to the virtual server entity 52 (FIG. 5) (the virtual disk
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image file 53 and the virtual server definition file 54) stored
on the data store is stored. For example, it is represented that,
in the data store “A” 51aq, the virtual server entity 524 (FIG.
5) corresponding to the virtual server “A” 64a (FIG. 5) is
stored, and additionally, the virtual server entity 52g (FIG.
5) corresponding to the virtual server “G” 64g (FIG. 5) is
stored.

FIG. 11 is a diagram that illustrates an example of a
management table of hypervisors according to the first
embodiment.

The management table 24 includes a hypervisor field 24a
and a management authority field 2464.

In the hypervisor field 24qa, information that uniquely
identifies a corresponding hypervisor is stored.

In the management authority field 245, information that
represents management authorities of the hypervisor is
stored.

In this embodiment, the hypervisor “A” 61a (FIG. 5) has
an authority for accessing the data store “A” 51a (FIG. 5)
and an authority for accessing the data store “B” 515 (FIG.
5).

The hypervisor “B” 615 (FIG. 5) has an authority for
accessing the data store “C” 51c¢ (FIG. 5).

The hypervisor “C” 61c¢ (FIG. 5) has an authority for
accessing the data store “A” 51a (FIG. 5), an authority for
accessing the data store “B” 515 (FIG. 5), and an authority
for accessing the data store “C” 51¢ (FIG. 5).

FIG. 12 is a diagram that illustrates an example of a time
table according to the first embodiment.

In the time table 25, an estimated processing time of a
resource managing operation for the virtual server 64 (FIG.
5) is stored. The operation field 254 and the instance field
25b are used as a key as a set, and the estimated processing
time of the resource managing operation task is stored in
each record.

The time table 25 includes an operation field 25q, an
instance field 256, and an estimated processing time field
25¢.

In the operation field 254, information that represents the
type of a corresponding resource managing operation task is
stored.

In the instance field 255, information that uniquely iden-
tifies an instance that is the target for the resource managing
operation task is stored.

In the estimated processing time field 25¢, an estimated
time of the processing time required for a case where a
resource managing operation task stored in the operation
field 254 is executed for an instance stored in the instance
field 255 is stored.

In this embodiment, for example, in a case where the
virtual server 64 (FIG. 5) is deployed using the virtual server
template “A”, a time of about 30 minutes is represented to
be necessary. The management server 10 uses this estimated
processing time as the reference and adjusts the estimated
processing time used as the reference in accordance with the
load status of the deployment destination and the load status
of the network transmission line.

FIG. 13 is a diagram that illustrates an example of the
performance table according to the first embodiment.

In the performance table 26, the performance information
of each instance included in the management target of the
management server 10 (FIG. 1) is stored, and, for example,
the performance information of each hypervisor and the
performance information of each data store are stored. In
each record of the performance table 26, the performance
information of each instance is stored.
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The performance table 26 includes a time field 26a, an
instance field 265, a metric field 26¢, and a metric value field
26d.

In the time field 26a, time at which the performance
information is collected by the performance information
managing unit 35 is stored. However, the time is not limited
thereto, but time at which the performance information is
recorded by the management target may be stored.

In the instance field 265, information that uniquely iden-
tifies instance information that is a target of the performance
information is stored.

In the metric field 26¢, identification information of the
type of the performance information is stored.

In the metric value field 26d, an acquired value of the
metric specified in the metric field 26¢ relating to an instance
specified in the instance field 2654 is stored.

In this embodiment, for example, it is represented that a
sum of CPU-allocation insufficient amounts of all the virtual
servers 64 operating on the hypervisor “A” 61a (FIG. 5) is
300 MHz at time of 10:00 on Jul. 31, 2011.

FIG. 14 is a diagram that illustrates an example of the
scenario table according to the first embodiment.

In the scenario table 27A, scenario definition information
of the resource managing operation provided by the man-
agement server 10 is stored. The scenario definition infor-
mation is configured by a plurality of divided steps, and, by
sequentially executing the steps, the scenario is executed.

The scenario table 27A includes a scenario number field
27a, a type field 275, an argument field 27¢, a step field 274,
and a network field 27e.

In the scenario number field 27a, information that
uniquely identifies the scenario definition information is
stored.

In the type field 275, the type information of the scenario
definition information is stored.

In the argument field 27¢, argument definition information
for executing the scenario definition information is stored.

In the step field 27d, a list of step information that
configures the scenario definition information is stored.

In the network field 27e, flag information representing
whether or not a step stored in the step field 274 includes a
communication process using the network is stored. In a
case where “True” is stored in the network field 27e, it
represents that a communication process using the network
is included. On the other hand, in a case where “False” is
stored therein, it represents that a communication process
using the network is not included. Here, a step in which
“False” is stored represents that it can be executed on any
hypervisor without depending on the configuration condi-
tion of the network.

FIG. 15 is a diagram that illustrates an example of the
additional scenario table according to the first embodiment.

In the additional scenario table 27B, in a case where the
execution place of the task is changed, scenario definition
information added to the scenario described in the scenario
table 27A is stored.

The additional scenario table 27B includes a type field
27f, a condition field 27g, an argument field 27/, and a step
field 27i.

In the type field 27f, similar to the type field 275 (FIG.
14), type information of the scenario definition information
is stored.

In the condition field 27¢, a condition for adding the
scenario definition information is stored.

In the argument field 274, similar to the argument field
27¢ (FIG. 14), argument definition information for executing
the scenario definition information is stored.
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In the step field 27, similar to the step field 274, a list of
step information that configures the scenario definition
information is stored.

FIG. 16 is a diagram that illustrates an example of the task
table according to the first embodiment.

The task table 28 is a table that stores a list of resource
managing operation tasks that are in the middle of execution
and the contents thereof. In each record of the task table 28,
the content of each task that is in the middle of execution is
stored.

The task table 28 includes a task number field 28a, a
scenario number field 285, an argument field 28c¢, a step field
28d, and a network field 28e.

In the task number field 28a, information that uniquely
identifies a task that is in the middle of execution is stored.

In the scenario number field 284, information that
uniquely identifies scenario definition information, which is
the source of a task, is stored.

In the argument field 28¢, a list of information that
uniquely identifies instance information passed as the argu-
ment of the scenario is stored.

In the step field 284, a list of step processing information
to be executed by dividing the task is stored. In a case where
the task is executed, the list of the task processing informa-
tion is sequentially executed.

Operation According to First Embodiment

FIG. 17 is a flowchart that illustrates the resource man-
aging operation according to the first embodiment.

When the process is started, in Process S10, the scenario
control unit 31 of the management server 10 specifies the
scenario A and the final execution place in accordance with
a resource managing operation execution request. The
resource managing operation execution request is a request
from the management terminal 70 or a processing program.
The final execution place is an execution place at the time of
completing the resource managing operation request and, for
example, is a combination of the hypervisor “A” 61a, the
data store “A” 51a, the port group “A” 63a, and the port
group “B” 635 (FIG. 5).

More specifically, the resource managing operation
request is assumed to be a request for deploying the virtual
server “A” 64a in the hypervisor “A” 61a and the data store
“A” 51a using a template A. At this time, a scenario for
deploying the virtual server “A” 64a is specified, and, at the
time of completion of the deployment, it is specified that the
virtual server “A” 64a needs to be operated on the hyper-
visor “A” 61a and the data store “A” 51a. In addition, when
a user designates the deployed virtual server “A” 64a to be
connected to the port group “A” 63a and the port group “B”
635 on the hypervisor “A” 61a, the port group “A” 63a and
the port group “B” 635 are specified as connection destina-
tion port groups. The scenario control unit 31 of the man-
agement server 10 searches the scenario table 27A, specifies
a record in which “Deploy” is stored in the type field 275,
and specifies a scenario number stored in the scenario
number field 27a of the record.

In Process S11, the scenario control unit 31 of the
management server 10 generates a task A acquired by
applying the final execution place to the scenario A and
registers the generated task in the task table 28.

More specifically, a new entry is added to the task table
28. In the task number field 28a of the new entry, a newly
generated task number that can uniquely identify the task is
stored. For example, in the scenario number field 285 in
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which task “3” is stored, the scenario number specified in
Process S10 is stored as scenario “1”.

In the argument field 28¢ of the new entry, information of
“the template A, the hypervisor A, the data store A, and the
port groups A and B” specified by the resource managing
operation is stored.

In the step field 284 of the new entry, a content specifying
the execution place in accordance with the scenario number
field 274 of the scenario table 27A is stored. More specifi-
cally, the scenario control unit 31 of the management server
10 specifies a record by searching the scenario number field
27a of the scenario table 27A by using the scenario number
specified in Process S10. By substituting the step field 274
of the specified record with the execution place in the
argument field 28¢, the execution place is specified. For
example, in the argument field 28¢ of the new entry, the
following is substituted as the execution place.

Hypervisor x=Hypervisor A
Data Store x=Data Store A
Port Group x=Port Groups A and B

The specific content acquired by substituting the value of
the final execution place into the argument field 28¢ of the
new entry is the following series of steps. However, this is
a series of steps during the generation but is not a step that
is executed by the scenario control unit 31 of the manage-
ment server 10.

1: Generate Port Groups A and B in Hypervisor A

2: Generate Virtual Server from Template A in Hypervisor A
and Data Store A

3: Hypervisor A Connects Generated Virtual Server to Port
Groups A and B

4: Hypervisor A Customizes Guest OS of Generated Virtual
Server

5: Hypervisor A Customizes Application of Generated Vir-
tual Server

6: Hypervisor A Checks Communication of Generated Vir-
tual Server

In addition, the scenario control unit 31 of the manage-
ment server 10 stores the content of the network field 27e of
the new entry in the network field 28e.

In Process S12, the scenario control unit 31 of the
management server 10 performs an execution place deter-
mining process in which it is determined whether or not each
step of the scenario A can be executed at another place, and
a temporary execution place of the task at which the step is
alternatively executed is determined. The temporary execu-
tion place of the task, for example, is a combination of the
hypervisor “C” 61c, the data store “A” 51a, the port group
“D” 63d, and the port group “E” 63e (FIG. 5). This execu-
tion place determining process will be described in detail
with reference to FIG. 18 to be described later.

When it is detected that the scenario A cannot be imme-
diately executed at the final execution place, the scenario
control unit 31 of the management server 10 determines
whether or not there is a temporary execution place at which
the scenario can be immediately processed. In a case where
it is determined that there is a temporary execution place at
which the scenario can be immediately processed, the sce-
nario control unit 31 of the management server 10 deter-
mines that the scenario is processed at the temporary execu-
tion place.

More specifically, first, the scenario control unit 31 of the
management server 10 refers to the values of the simulta-
neous execution number field 22¢ and the maximum simul-
taneous execution number field 22d of the hypervisor “A”
61a and the data store “A” 51a by referring to the simulta-
neous execution number table 22. In this embodiment, the
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simultaneous execution number of the provisioning process
(the deployment process is included in the provisioning
process) of the hypervisor “A” 61a arrives at the maximum
simultaneous execution number. Accordingly, the scenario
control unit 31 of the management server 10 determines that
the hypervisor “A” 61a does not immediately execute the
task but queues the task. In order to avoid a delay of the task
according to the queuing standby, the scenario control unit
31 of the management server 10 determines whether or not
there is a temporary execution place at which the task can be
immediately processed. In a case where it is determined that
there is a temporary execution place at which the task can be
immediately executed, the scenario control unit 31 of the
management server 10 determines that the scenario is
executed at the temporary execution place.

Next, the scenario control unit 31 of the management
server 10 specifies the temporary execution place as a
combination of the hypervisor “C” 61c, the data store “A”
51a, the port group “D” 63d, and the port group “E” 63e
(FIG. 5). The scenario control unit 31 of the management
server 10 determines that a step in which the network field
28¢ is “False” out of the steps specified in Process S11 is
executed at the temporary execution place and determines
that a step in which the network field 28¢ is “True” is
executed at the final execution place.

In Process S13, the scenario control unit 31 of the
management server 10 adds correspondence information
between the final execution place and the temporary execu-
tion place to the correspondence table 21. More specifically,
the scenario control unit 31 of the management server 10
adds a new entry to the correspondence table 21 and stores
the generated task number in the task number field 28a. In
addition, the scenario control unit 31 of the management
server 10 stores information that uniquely identifies the
temporary execution place in the temporary configuration
field 215 and stores information that uniquely identifies the
final execution place in the final configuration field 21c.

For example, the scenario control unit 31 of the manage-
ment server 10 adds first to fourth entries represented below
to the correspondence table 21.

In the first entry, “task 3” is stored in the task number field
21a, “hypervisor C” is stored in the temporary configuration
field 215, and “hypervisor A” is stored in the final configu-
ration field 21c.

In the second entry, “task 3” is stored in the task number
field 21a, “port group D” is stored in the temporary con-
figuration field 215, and “port group A” is stored in the final
configuration field 21c.

In the third entry, “task 3” is stored in the task number
field 21a, “port group E” is stored in the temporary con-
figuration field 215, and “port group B” is stored in the final
configuration field 21c.

In the fourth entry, “task 3” is stored in the task number
field 21a, “data store A” is stored in the temporary configu-
ration field 2154, and “data store A” is stored in the final
configuration field 21c.

This correspondence table 21 represents that the tempo-
rary execution place is a combination of the hypervisor C,
the port group D, the port group E, and the data store A (FIG.
5). In addition, the correspondence table 21 represents that
the final execution place is a combination of the hypervisor
A, the port group A, the port group B, and the data store A
(FIG. 5).

In Process S14, the scenario control unit 31 of the
management server 10 determines whether or not the final
execution place and the temporary execution place are the
same and determines whether or not the substitution process
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of each step of the task A is necessary. In a case where it is
determined that the final execution place and the temporary
execution place are the same (Yes), the scenario control unit
31 of the management server 10 performs Process S16. On
the other hand, in a case where it is determined that the final
execution place and the temporary execution place are not
the same (No), the scenario control unit 31 performs Process
S1s.

In Process S15, the scenario control unit 31 of the
management server 10 executes the step substitution process
of the task A in accordance with the correspondence table
21. This step substitution process will be described in detail
with reference to FIG. 19 to be described later.

More specifically, in a case where “False” is stored in the
network field 28e, the scenario control unit 31 of the
management server 10 stores the value of the argument field
28¢ by being substituted in the temporary execution place
from the final execution place.

The network field 28e of the new entry is “False”, and a
step that is stored by being substituted in the temporary
execution place is represented as below. However, this is a
series of steps during the generation and is not a step
executed by the scenario control unit 31 of the management
server 10.

1: Generate Port Groups D and E in Hypervisor C

2: Generate Virtual Server from Template A in Hypervisor C
and Data Store A

3: Hypervisor C Connects Generated Virtual Server to Port
Groups D and E

4: Hypervisor C Customizes Guest OS of Generated Virtual
Server

A step in which the network field 28¢ of the new entry is
“True” is illustrated as below.

5: Hypervisor A Customizes Application of Generated Vir-
tual Server
6: Hypervisor A Checks Communication of Generated Vir-
tual Server

As a result of the substitution, in a case where the
execution place is different in the “previous step” and the
“current step”, the scenario control unit 31 of the manage-
ment server 10 adds a step for changing the execution place
before the “current step”. Here, the step for changing the
execution place is a step in which live migration of the
virtual server 64 is executed, a step in which storage
migration of the virtual server 64 is executed, or the like.

As a result of the addition of the step for changing the
execution place, in a case where there is an additionally
necessary step, the scenario control unit 31 of the manage-
ment server 10 adds the additionally necessary step. Here,
the additionally necessary step, for example, is a step for
changing the connection between the virtual server 64 and
the port group. In this embodiment, the scenario control unit
31 of the management server 10 determines the step for
changing the execution place and the additionally necessary
step by referring to the correspondence table 21 and the
additional scenario table 27B.

In this embodiment, the data store A is substituted in a
data store p that is the final execution place, and the data
stored A is substituted also in a data store q that is the
temporary execution place. In other words, since a condition
of “data store p=data store q” is satisfied, the scenario
control unit 31 of the management server 10 selects each
step in which “data store p=data store q” is described in the
condition field 27g from the additional scenario table 27C,
substitutes an argument therein, and then, inserts the step in
the step field 284 of the task table 28. At this time, the
scenario control unit 31 of the management server 10 inserts
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the step before a step having the execution place to be
different from that of the “previous step”. The value of the
step field 284 at this time point is as below. The following
series of steps is executed in Process S16 to be described
later by the scenario control unit 31 of the management
server 10.

1: Generate Port Groups D and E in Hypervisor C

2: Generate Virtual Server from Template A in Hypervisor C
and Data Store A

3: Hypervisor C Connects Generated Virtual Server to Port
Groups D and E

4: Hypervisor C Customizes Guest OS of Generated Virtual
Server

5: Generate Port Groups A and B in Hypervisor A

6: Perform Live Migration of Virtual Server Generated in
Hypervisor B to Hypervisor A

7: Connect Generated Virtual Server to Port Groups A and
B

8: Hypervisor A Customizes Application of Generated Vir-
tual Server

9: Hypervisor A Checks Communication of Generated Vir-
tual Server

A step having the execution place to be different from that
of the “previous step” is the “step 4” described above, and
steps having the execution place to be changed are “steps 5
and 6”. In addition, the additionally necessary step is the
“step 77 described above.

In Process S16, the scenario control unit 31 of the
management server 10 executes the task A. The scenario
control unit 31 of the management server 10 searches the
task number field 28a of the task table 28, specifies a record
that corresponds to the task A, and sequentially executes
steps stored in the step field 284 of the record.

In Process S17, the scenario control unit 31 of the
management server 10 removes entries relating to the task A
that are included in the correspondence table 21. More
specifically, the scenario control unit 31 of the management
server 10 searches the task number field 21a of the corre-
spondence table 21, specifies a record that corresponds to the
task A, and removes the specified record from the corre-
spondence table 21. In a case where there are a plurality of
specified records, all the records are removed.

In Process S18, the scenario control unit 31 of the
management server 10 removes the entries relating to the
task A that are included in the task table 28. More specifi-
cally, the scenario control unit 31 of the management server
10 searches the task number field 28a of the task table 28,
specifies records that correspond to the task A, and removes
the specified records from the task table 28. When Process
S18 is completed, the whole process illustrated in FIG. 17
ends.

According to such a process, in a case where the resource
managing operation cannot be directly executed at the final
execution place, the resource managing operation is
executed at the temporary execution place and is returned to
the final execution place. Accordingly, the time required for
the resource managing operation can be shortened. In a case
where a long time is required for the step executed at the
temporary execution place, and a change from the temporary
execution place to the final execution place is completed in
a short time, such an operation is particularly effective.

In addition, in a case where there is no restriction on the
execution place in the step executed at the temporary
execution place, the resource managing operation task does
not need to be executed at the final execution place. At this
time, as the number of options for the temporary execution
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place increases, the standby time due to the queuing of the
resource managing operation decreases.

FIG. 18 is a flowchart that illustrates the execution place
determining process according to the first embodiment.

This corresponds to a flow, in which Process S12 is
represented in detail, that is included in the whole flow (FIG.
17) described above and corresponds to a process in which
the scenario control unit 31 determines the temporary execu-
tion place through the execution place determining unit 32.

When the process is started, in Process S20, the execution
place determining unit 32 of the management server 10
specifies a default final execution place. In this embodiment,
the final execution place corresponds to the hypervisor “A”
61a and the data store “A” Sla.

In Process S21, the execution place determining unit 32 of
the management server 10 determines whether or not there
is a dedicated execution place of the task by referring to the
task execution-dedicated flag field 235 of the configuration
table 23A. In a case where it is determined that there is a
dedicated execution place of the task (Yes), Process S22 is
performed. On the other hand, in a case where it is deter-
mined that there is no dedicated execution place of the task
(No), Process S23 is performed.

In Process S22, the execution place determining unit 32 of
the management server 10 determines the dedicated execu-
tion place of the task as the temporary execution place of the
task and ends the whole process illustrated in FIG. 18.

Accordingly, in a case where there is a dedicated execu-
tion place (a deployment-dedicated hypervisor in the case of
the deployment) of the task, the process can be performed at
the dedicated execution place, and accordingly, the alloca-
tion of resources of the other virtual servers 64 that are
actually operated is not pressed. Accordingly, the degrada-
tion of the performance of the other virtual servers 64 that
are actually operated can be suppressed. In addition, by
setting a dedicated execution place (a hypervisor or a data
store) having high performance as the temporary execution
place, the resource managing operation relating to the task
can be performed at higher speed.

In Process S23, the execution place determining unit 32 of
the management server 10 lists candidates for the execution
place that can be taken based on the configuration tables
23A, 23B, and 23C.

In Process S24, the execution place determining unit 32 of
the management server 10 narrows down the candidates for
the execution place that are listed in Process S23 to candi-
dates for the execution place that can transit to the configu-
ration of the current status based on the management table
24 and a physical connection table (not illustrated in the
figure).

In Process S25, the execution place determining unit 32 of
the management server 10 further narrows down the candi-
dates to candidates for the execution place that can transit to
the execution place at the time of completion.

In Process S26, the execution place determining unit 32 of
the management server 10 predicts an estimated processing
time for each of the candidates for the execution place,
which have been narrowed down in Process S25, based on
information of the simultaneous execution number and the
processing load according to the time table 25 and the
performance table 26.

In Process S27, the execution place determining unit 32 of
the management server 10 sorts the candidates for the
execution place in the descending order of the estimated
processing time calculated in Process S26 and determines a
candidate having a shortest processing time as the temporary
execution place of the task. When Process S27 is completed,
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the execution place determining unit 32 of the management
server 10 ends the whole process illustrated in FIG. 18.

In Process S27, the execution place determining unit 32 of
the management server 10 determines the candidate having
the shortest processing time. However, the present invention
is not limited thereto, and the execution place determining
unit 32 of the management server 10 may determine the
execution place using another index. For example, the
execution place determining unit 32 of the management
server 10 may determine an execution place for averaging
the simultaneous execution number of each hypervisor or
each data store such that the execution places disperse as
much as possible. Accordingly, the simultaneous execution
numbers of the hypervisors and the data stores are averaged,
and the delay of the process due to the queuing of the task
is prevented, whereby the total processing time can be
shortened.

Furthermore, the execution place determining unit 32 of
the management server 10 may estimate the load of each
execution place based on the performance information of
each hypervisor or each data store and determine an execu-
tion place for averaging the loads. Accordingly, the execu-
tion place determining unit 32 of the management server 10
can average the CPU loads of physical servers in which the
hypervisors operate or the network 1/0 loads or the disk I/O
loads of the data stores.

An execution place may be determined so as to avoid the
virtual server 64 that actually operates based on the actual
operation flag field 23g. By selecting the execution place so
as to avoid the virtual server 64 that actually operates, the
resource managing operation such as the deployment of a
new virtual server 64 can be performed without having
adverse effect on the virtual server 64 that actually operates.

In addition, in a case where the operation is performed in
a multi-tenant environment in which a plurality of users live
together, not only a hypervisor inside the same tenant but
also a vacant hypervisor of any other tenant may be selected.
In such a case, unutilized assets of the whole data center are
effectively used, and the resource use efficiency can be
raised.

FIG. 19 is a flowchart that illustrates the step substitution
process according to the first embodiment. All the process is
performed by the scenario control unit 31 of the manage-
ment server 10.

This corresponds to a flow, in which Process S15 is
represented in detail, that is included in the whole flow (FIG.
17) described above and corresponds to a process in which
the scenario control unit 31 performs the step substitution
process of the task based on the correspondence table.

When the process is started, the scenario control unit 31
of the management server 10 sequentially repeats the pro-
cess for all the steps added to the task table 28 in Processes
S30 to S40. Hereinafter, a step that is in the middle of
execution will be referred to as a “relevant step”, and the
step substitution process of a task (FIG. 19) is performed
while comparing a variable “current step” and a variable
“previous step” with each other. When the process is started,
it is assumed that nothing is set in the “previous step”, in
other words, Null is set therein.

In Process S31, the scenario control unit 31 of the
management server 10 sets the “relevant step” as the “cur-
rent step”.

In Process S32, the scenario control unit 31 of the
management server 10 determines whether or not the “pre-
vious step” is Null. In a case where the “previous step” is
Null (Yes), the scenario control unit 31 of the management
server 10 performs Process S33. On the other hand, in a case
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where the “previous step” is not Null (No), the scenario
control unit 31 of the management server 10 performs
Process S34.

In Process S33, the scenario control unit 31 of the
management server 10 substitutes the “previous step” with
the “current step”.

In Process S34, the scenario control unit 31 of the
management server 10 determines whether or not there is a
restriction on the execution place in the “relevant step”. In
a case where it is determined that there is a restriction on the
execution place in the “relevant step” (Yes), the scenario
control unit 31 of the management server 10 performs
Process S36. On the other hand, in a case where it is
determined that there is no restriction on the execution place
in the “relevant step” (No), the scenario control unit 31 of
the management server 10 performs Process S35. More
specifically, in a case where “False” is stored in the network
field 28e, the scenario control unit 31 of the management
server 10 determines that there is no restriction on the
execution place. On the other hand, in a case where “True”
is stored in the network field 28e, the scenario control unit
31 of the management server 10 determines that there is a
restriction on the execution place. Accordingly, in a case
where the scenario control unit 31 of the management server
10 is connected to the guest OS 65 using Secure shell (SSH)
or Windows Management Instrumentation (WMI) through
the management network 100 and sets a setting item of the
application to an environment-specific value, it can perform
the process after moving to a place at which network
communication with the management server 10 can be
made. In addition, the scenario control unit 31 of the
management server 10, after matching the setting of a
database management system (DBMS) operating on a vir-
tual server 64, which has been deployed in advance, and the
application server operating on a virtual server 64 that is the
target, causes the virtual servers to belong to the same
business network 120 and can check the communication.

On the other hand, the scenario control unit 31 of the
management server 10 can execute “the step for generating
a virtual server from the virtual server template in the
hypervisor and the data store” (FIG. 14) as the previous step
in the scenario table 27A (FIG. 14) when a communication
between the management server 10 and the hypervisor (or
the console 66) is set up, and there is no restriction on the
execution place. The scenario control unit 31 of the man-
agement server 10, after offloading and executing a process
having high CPU load, high network 1/O load, or high disk
1/0 load that is represented by, for example, the step for
generating the virtual server 64 from the virtual server
template 29 or the step for customizing the guest OS 65 on
a hypervisor or a data store in which the other resources are
vacant, can move the operation place of the virtual server 64
to a target execution place and perform a process having a
restriction on the execution place that is represented by the
communication checking or the like. By performing the
process in such a sequence, the scenario control unit 31 of
the management server 10 has an advantage of preventing
the degradation of the performance without unnecessarily
taking the resources from the other virtual servers 64 that
actually operate.

In addition, when the scenario control unit 31 of the
management server 10 executes a resource managing opera-
tion task of a multiple deployment requests or the like, the
delay of the process due to queuing of the task based on the
restriction on the simultaneous execution number of the
hypervisor or the data store can be prevented, whereby the
total processing time can be shortened.



US 9,459,898 B2

23

In Process S35, the scenario control unit 31 of the
management server 10 substitutes the final execution place
of the “current step” with the temporary execution process.

In Process S36, the scenario control unit 31 of the
management server 10 determines whether or not the execu-
tion place of the “current step” and the execution place of the
“previous step” are different from each other. In a case where
the execution place of the “current step” and the execution
place of the “previous step” are different from each other
(Yes), the scenario control unit 31 of the management server
10 performs Process S37. On the other hand, in a case where
the execution place of the “current step” and the execution
place of the “previous step” are not different from each other
(No), the scenario control unit 31 of the management server
10 performs Process S39.

In Process S37, the scenario control unit 31 of the
management server 10 adds a step for changing the execu-
tion place by referring to the additional scenario table 27B.

In Process S38, the scenario control unit 31 of the
management server 10 adds a necessary step according to
the change in the execution place to the place immediately
before the “current step” by referring to the additional
scenario table 27B.

In Process S39, the scenario control unit 31 of the
management server 10 sets the “current step” as the “pre-
vious step”.

In Process S40, the scenario control unit 31 of the
management server 10 determines whether or not all the
steps added to the task table 28 have been processed. In a
case where all the steps added to the task table 28 have not
been processed, the scenario control unit 31 of the manage-
ment server 10 is returned to Process S30. On the other hand,
in a case where all the steps added to the task table 28 have
been processed, the scenario control unit 31 of the manage-
ment server 10 ends the entire process illustrated in FIG. 19.

When a task configured by a series of steps for a prede-
termined execution place is received, the management
server 10 changes the execution place of the step to the
temporary execution place in accordance with Process S35,
gives an instruction for executing the task at the temporary
execution place in accordance with Process S37, then allows
the virtual server to transit from the temporary execution
place to the predetermined execution place, and can give an
instruction for continuously executing the task at the pre-
determined execution place.

Advantage of First Embodiment

According to the first embodiment described above, there
are advantages as the following (A) to (E).
(A) A total processing time for a process request of deploy-
ment (provisioning), power control, live migration, storage
migration, or the like of multiple virtual servers can be
shortened.
(B) By causing a dedicated physical server having high
performance or a storage device having high performance to
execute the above-described process request, the process
request can be processed in a shorter time.
(C) By utilizing unutilized resources inside the data center,
the above-described process request can be performed.
Accordingly, the unutilized resources can be effectively
used.
(D) After a process having high CPU load, high network 1/0
load, or high disk 1/O load is offloaded and executed on a
hypervisor or a data store in which the other resources are
vacant, the operation place of the virtual server is moved to
a target execution place, and a process having a restriction
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on the execution place that is represented by the communi-
cation checking can be performed. By performing the pro-
cess in such a sequence, the degradation of the performance
can be prevented without taking resources from the other
virtual servers that actually operate.

(E) When a resource managing operation task of multiple
deployment requests or the like is executed, the delay of the
process due to queuing of the task based on the restriction on
the simultaneous execution number of the hypervisor or the
data store can be prevented, whereby the total processing
time can be shortened.

Configuration of Second Embodiment

FIG. 20 is a diagram that illustrates an example of an
additional scenario table according to a second embodiment.
The same reference sign is assigned to the same element as
that of the additional scenario table 27B according to the first
embodiment illustrated in FIG. 15.

The additional scenario table 27C according to the second
embodiment includes the same fields as those of the addi-
tional scenario table 27B according to the first embodiment.

In the additional scenario table 27C according to the
second embodiment, the step field 27/ at the time when “data
store p=data store q” in the condition field 27¢ is different
from the step field 27i of the additional scenario table 27B
according to the first embodiment, and the following series
of steps are stored.

Generate Port Group p in Hypervisor p

Generate Second Virtual Server from Template p in Hyper-
visor p and Data Store p

Switch to Disk File of Second Virtual Server and Switch to
Disk Image File of Generated Virtual Server

Operation of Second Embodiment

When the data store of the temporary execution place and
the data store of the final execution place are different from
each other, a scenario control unit 31 of the management
server 10 according to the second embodiment switches the
disk image file of the generated virtual server 64 instead of
connecting the generated virtual server 64 to the port group
p of the final execution place. Accordingly, even when the
scenario control unit 31 of the management server 10 does
not correct the connection of the port group p, the generated
virtual server 64 can be used.

Advantage of Second Embodiment

According to the second embodiment described above,
there is an advantage as the following (F).
(F) The scenario control unit 31 of the management server
10 switches to the disk image file of the generated virtual
server 64. Accordingly, the generated virtual server 64 can
be used without correcting the connection of the port group

p-
Modified Example

The present invention is not limited to the above-de-
scribed embodiments, and changes can be made therein in a
range not departing from the concept of the present inven-
tion. As such use forms or modified example, for example,
there are the following (a) and (b).

(a) In the first embodiment, the execution place of the
scenario is designated by a user in advance. However, the
present invention is not limited thereto, and the execution
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place may be an execution place that is determined first by
the system. In addition, the user’s designation or the desig-
nation of the execution place determined first by the system
may be group designation in which a plurality of execution
places are included. In such a case, in consideration of the
simultaneous execution number or the performance status of
each execution place, the scenario control unit 31 selects an
execution place among the group that has a shortest pro-
cessing time or does not have adverse effect on the other
virtual servers 64, and executes the scenario.

(b) In the first embodiment, the same data store A is set as
the execution place. However, the present invention is not
limited thereto, but another data store may be set as the
execution place. In such a case, the network 1/0 load and the
disk 1/0 load relating to the data store are distributed, and the
influence on the virtual server 64 that actually operates on
the same data store can be suppressed.

What is claimed is:

1. A method of processing and controlling a virtual server
that is performed by a management server for a hypervisor
that can operate the virtual server, wherein

the hypervisor operates on one physical server,

the virtual server operates in accordance with a file image

on one data store, and
the management server:
when instructed to execute a task that is configured by a
series of steps for a predetermined execution place,
gives an instruction for changing the execution place of
the steps to a temporary execution place and executing
the task and, after the execution at the temporary
execution place, causes the virtual server to transit from
the temporary execution place to the predetermined
execution place, and gives an instruction for continu-
ously executing the task at the predetermined execution
place, wherein the execution place is any of a place of
one hypervisor, a place of one data store, and a place of
a combination of one hypervisor and one data store,

when there is no restriction on the execution place of the
steps and load or a simultaneous execution number of
the hypervisor configuring the predetermined execution
place is detected to exceed a predetermined threshold,
changes the execution place of the steps to the tempo-
rary execution place and instructs the hypervisor con-
figuring the temporary execution place to execute the
steps,

when there is a restriction on the execution place of the

steps and load or a simultaneous execution number of
the hypervisor configuring the predetermined execution
place is detected not to exceed the predetermined
threshold, instructs the hypervisor configuring the pre-
determined execution place to execute the steps.

2. The method according to claim 1, wherein the man-
agement server gives an instruction for changing the execu-
tion place of the steps to a temporary execution place and
executing the steps in a case where there is no restriction on
the execution place of the steps and instructs the hypervisor
configuring the predetermined execution place to execute
the steps in a case where there is a restriction on the
execution place of the steps.

3. The method according to claim 1, wherein

the management server configures the temporary execu-

tion place by using a hypervisor that is determined in
advance and a hypervisor of which the load or the
simultaneous execution number of the task is the pre-
determined threshold or less.

4. The method according to claim 3, wherein the task
includes any of:
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moving the virtual server operating on a predetermined
data store to a second data store other than the prede-
termined data store;

moving the virtual server operating on the hypervisor that

configures the predetermined execution place to a sec-
ond hypervisor other than the hypervisor that config-
ures the predetermined execution place;

managing power-on, power-off, or shutdown of the virtual

server; and

deploying the virtual server.

5. The method according to claim 4, wherein, when the
execution place of a previous step and the execution place of
a current step are different from each other in the task, the
management server gives an instruction for executing a step
moving a process result of the previous step and executing
a step accompanied with the moving of the process result
and then gives an instruction for executing the current step.

6. The method according to claim 5, wherein

the task generates a predetermined virtual server operat-

ing on the hypervisor that configures the predetermined
execution place,

the step moving the process result of the previous step

includes moving the generated predetermined virtual
server to the predetermined execution place, and

the step accompanied with the moving of the process

result includes connecting the generated predetermined
virtual server to a predetermined port group of the
hypervisor that configures the predetermined execution
place.

7. The method according to claim 5, wherein,

when giving an instruction for changing the execution

place of the steps to the temporary execution place and
executing the steps, the management server stores
predetermined correspondence information between
the hypervisor that configures the predetermined
execution place and a hypervisor that configures the
temporary execution place, and

the step of moving the process result of the previous step

includes moving the process result of the previous step
to the predetermined execution place in accordance
with the predetermined correspondence information.

8. A virtual server processing control system comprising:

a management server;

a hypervisor that can operate a virtual server; and

a data store, wherein

the hypervisor operates and is stored in a memory on one

physical server,

the virtual server operates in accordance with a file image

on one data store, and

the management server:

when instructed to execute a task that is configured by a

series of steps for a predetermined execution place,
changes the execution place of the steps to a temporary
execution place and gives an instruction for executing
the task and, after the execution at the temporary
execution place, causes the virtual server to transit from
the temporary execution place to the predetermined
execution place and gives an instruction for continu-
ously executing the task at the predetermined execution
place, wherein the execution place is any of a place of
one hypervisor, a place of one data store, and a place of
a combination of one hypervisor and one data store,
when there is no restriction on the execution place of the
steps and load or a simultaneous execution number of
the hypervisor configuring the predetermined execution
place is detected to exceed a predetermined threshold,
changes the execution place of the steps to the tempo-
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rary execution place and instructs the hypervisor con-
figuring the temporary execution place to execute the
steps,

when there is a restriction on the execution place of the

steps and load or a simultaneous execution number of
the hypervisor configuring the predetermined execution
place is detected not to exceed the predetermined
threshold, instructs the hypervisor configuring the pre-
determined execution place to execute the steps.

9. The virtual server processing control system according
to claim 8, wherein the management server gives an instruc-
tion for changing the execution place of the steps to a
temporary execution place and executing the steps in a case
where there is no restriction on the execution place of the
steps and instructs a hypervisor configuring the predeter-
mined execution place to execute the steps in a case where
there is a restriction on the execution place of the steps.

10. A virtual server processing control management server
that manages a hypervisor that can operate a virtual server
and a data store, wherein

the hypervisor operates and is stored in a memory on one

physical server,

the virtual server operates in accordance with a file image

on one data store, and

the virtual server processing control management server:

when instructed to execute a task that is configured by a

series of steps for a predetermined execution place,
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changes the execution place of the steps to a temporary
execution place and gives an instruction for executing
the task and, after the execution at the temporary
execution place, causes the virtual server to transit from
the temporary execution place to the predetermined
execution place and gives an instruction for continu-
ously executing the task at the predetermined execution
place, wherein the execution place of the steps is any of
a place of one hypervisor, a place of one data store, and
aplace of a combination of one hypervisor and one data
store,

when there is no restriction on the execution place of the

steps and load or a simultaneous execution number of
the hypervisor configuring the predetermined execution
place is detected to exceed a predetermined threshold,
changes the execution place of the steps to the tempo-
rary execution place and instructs the hypervisor con-
figuring the temporary execution place to execute the
steps,

when there is a restriction on the execution place of the

steps and load or a simultaneous execution number of
the hypervisor configuring the predetermined execution
place is detected not to exceed the predetermined
threshold, instructs the hypervisor configuring the pre-
determined execution place to execute the steps.
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